
A Catastrophic Catalyst

“There are two types of mining companies: 
the ones that can foresee risk and act, and those that need to be pushed.”
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WE ASKED: WHAT LEVERS DO YOU BELIEVE 
WILL DRIVE A SECTOR-WIDE RESPONSE TO 
CYBERSECURITY IN THE MINING INDUSTRY?
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WE ASKED: WHAT CATALYTIC EVENT, CAUSED BY 
A CYBER-ATTACK, IS MOST LIKELY TO GALVANISE 
SECTOR-WIDE RESPONSE TO CYBERSECURITY?
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